Access to Information Law- El Salvador
DECREE N° 534

THE NATIONAL LEGISLATURE OF THE REPUBLIC OF EL SALVADOR
CONSIDERING:

I. That according to the Republic´s Constitution and international treaties regarding Human Rights, every individual has the right of freedom of speech, which comprises the freedom of searching, receiving and transmitting information of all kinds, disregarding any written, verbal or electronic barrier. 

II. That the Inter-American Convention and the United Nations Convention Against Corruption recognize that transparency, the right of access to information, the right to civilian participation and authorities' obligation to the accountability of public administration, are suitable tools to prevent, detect, sanction and eradicate acts of corruption.

III. Public power emanates from the people and public officials are their delegates, therefore people are entitled to know the information that derives from the governance and the management of public resources, for which it is an obligation of public officials to act with transparency and report back. 
IV.  That transparency and the access to public information are basic conditions for an effective civic participation, which contributes to the strengthening of public institutions, the improvement of the quality of democracy and the full rule of law.
V. That, by virtue of the foregoing, it is imperative to emit a law on access of public information that regulates in a harmonic manner the exercise of human rights contained, that promotes civic participation, the efficiency of public administration, the struggle against corruption and the creation of a culture of transparency.
DECREES the following:

LAW OF ACCESS TO PUBLIC INFORMATION

TITLE I

GENERAL PROVISIONS

Chapter I

Purpose, objectives, principles and definitions

Purpose

Art. 1. - The present law is intended to guarantee the right of every individual to access public information with the aim of contributing to the transparency of the actions of state institutions.

Right of access to public information 

Art. 2. - Every individual has the right to solicit and receive information that is generated, managed or under the power of public institutions and other entities forced in an opportune  and truthful manner, without sustaining any interest or motivation.

Objectives 

Art. 3. - Objectives of this law are:

a. Facilitate the right of every individual to access public information through simple and expeditious procedures.

b. Propitiate the transparency of public management through the diffusion of the information generated by the compelled entities.

c. Propel and promote the accountability of public institutions and agencies.
d. Promote civic participation in the control of governance and public oversight to the exercise of public function
e. Modernize the organization of public information.
f. Promote the efficiency of public institutions.
g. Promote the use of technology of the information, communication and the implementation of the electronic government.  
h. Protect personal data held by the entities bound and ensure its accuracy.
i. Contribute to the prevention and struggle against corruption.
j. Foster transparent culture.

k. Facilitate the participation of civilians in decision-making processes concerning political affairs.
Principles
Art. 4. - In the interpretation and application of this law, the following principles should be abided:

a. Maximum publicity: the information in the power of the compelled entities is public and unrestricted, save for the exceptions expressly provided by the law.

b. Availability: public information should be accessible to individuals.

c. Promptitude: public information should be sub ministered with promptness.

d. Integrity: public information should be complete, accurate and truthful. 

e. Equality: public information should be provided without discrimination of any kind.  

f. Simplicity: procedures in the delivery of the information should be simple and expedited.

g. Gratuity: access to the information should be free.

h. Accountability: Those who perform or hold certain responsibilities in the State or manage public goods are required to report back to the public and competent authority, for the use and administration of the public goods in their hands and on their management, according to the law.  

Prevalence of the Criterion of Maximum Disclosure
Art. 5. - In case of any doubt whether the information is public or subject to the exceptions, the Institute must uphold the standard of advertisement. 

Definitions

Art.6. – For the purposes of this act, 

a. Personal Data- personal information concerning an identified or no indentified person, relative to its nationality, domicile, patrimony, electronic address, telephone number or other. 

b. Sensitive Personal Data- corresponds to a person in reference to his/her religion, ethnic origin, political ideology or filiations, union membership, sexual preferences, physical and mental health, moral and family situation and other intimate information of similar nature that could affect the right of honor, personal and familiar intimacy and personal image. 

c. Public Information- is that in power of the bound entities that is contained in documents, files, data, database, communications and other type of records documenting the exercise or activities of the faculties, stated through any medium, whether printed, electronic or optical, whatever their source, production date and confidentiality. Such information may have been generated, obtained, transformed or conserved by them in any capacity. 

d. Proactive Information- is that public information that the bound entities should diffuse to the public in virtue of this law without direct request.

e. Reserved Information- is that public information to which access is restricted expressly in accordance with this law, because of a general interest for a specific period and for a justified cause. 
f. Confidential Information- is that private information under the State´s power whose public access is prohibited and restricted by a constitutional or legal mandate on the basis of a legal protected interest.

g.  Public Server- a natural person who lends its occasional or permanent services, remunerated or ad honorem, that exercises its office by election, appointment, contract or other form within the state administration of municipalities and autonomous public entities of no exceptions.       

h. Transparency- is the duty to act according to the law, of openness and publicity that public servers have in the performance of their powers and in the management of the resources that society trusts them, to make effective and enforce the right of individuals to know and monitor government management. 

i. Administrative Units- those that in accordance with the bounded entities possess the requested information. 

j. Units of Access of Public Information- the administrative unit of the bounded entities that receive and process the request for information.  

Chapter II

Bound Entities and Holders

Bounded Entities

Art.7. –Organs of State, its agencies, autonomous institutions, municipalities or any other entity or organism that administers public resources, state assets, or execute acts of the public administration in general, are compelled to abide under this law.

Likewise, societies of mixed economy and natural or legal persons that manage resources or public information or execute acts of the state function, such as national or local procurement, grants of public works or services are also bound by the law. 

Consequently, every public servant, within or without the borders of the Republic, and those who work in entities mentioned in this article, are required to comply by this law.

Inclusion of bounded entities regulated in special or organic laws

Art. 8. – This law is binding for  those public institutions regulated in organic and special laws that stipulate that to acquire obligations by means of other laws they must be specifically referred to,, such as the Executive Hydroelectric Commission of the Lempa River  and the Salvadoran Social Security Institute.

Right holders

Art. 9. - The exercise of rights under this law applies to any person, by itself or through its representative, without having to prove prior right or legitimate interest.

TITLE II

TYPES OF INFORMATION

Chapter I

Proactive Information 

Information Disclosure 

Art. 10. – The bounded entities, will informally make available to the public, disseminate and update in terms of the guidelines issued by the Institute, the following information:

1. The regulatory framework applicable to each entity.

2. Its complete organizational structure and the responsibilities and powers of the administrative units, as well as the number of public servers working in each unit.

3. The board and the curriculum of public officials, including their institutional electronic address 

4. Information concerning the allocated budget, including all the items and amounts that confirm it, as well as the budget per project.

5. The procedures taken when selecting and hiring the personnel, whether it is through the system of the Wages Act contracts, wages or any another medium.  

6. The list of advisors, determining their respective roles.

7. The monthly remuneration received by office budget including salary grade of Wages Act, contractors, and only amounts approved for representation allowances and expenses.

8. The annual operating plan and the results obtained in the fulfillment thereof; goals and objectives of the administrative units under their operational programs, plans and projects of restructuring and modernization.

9. Work reports that are generated by bounded entities.

10. Services provided, places and time hours in which they are offered, procedures to be followed before each bounded entity and their corresponding requirements, formats and deadlines.

11. List of international authorized by bounded entities, that are financed with political founding, including the official or employee name, destination, purpose, value of the ticket, travel and other expenses.

12. The Unit Access to Public Information address, the Information Officer's name, email and fax telephone number consultations and applications can be received. 

13. Accounting reports every six months on the budget, stating the income, including grants and funding, expenditures and results. As well, all the modifications made to the budget, including external transfers and those that  by legislative authority can be transferred directly to agencies or institutions of various administrative branches, in order to meet priority needs or unforeseen should be noted.

14. Information relating to the inventory of property whose value exceeds twenty thousand dollars.

15. The list of the works of execution or executed in whole or in part with public funds, or funds from loans granted to any of the entities, indicating the exact location, the total cost of the work, the source of funding, time performance, number of beneficiaries, business or entity executing and supervising, name of official responsible for the content of work and contract and its amendments, payments, disbursements and guarantees in the past three years.

16. The design, execution, assigned amounts and criteria for access to subsidy programs and tax incentives, and the number of beneficiaries.

17. Bounded entities must make public information on the amounts and private recipient of public funds, and reports that they hold on the use of these resources.

18. Permits, licenses and concessions granted, specifying their owners, amounts, term, object and purpose.

19. Contracting and firm procurement formalized or adjudicated, detailing in each case:

a. Purpose

b. Amount

c. Name and characteristics of the counterparty

d. Deadlines and executions

e. Way in which they were recruited and hired, either through bidding or competition, public or by invitation, self-management, direct procurement, stock market or any other regulated by law

f. Details of the process of adjudication and content of contracts 

20. Records referred to in Articles 14 and 15 of the Law on Procurement and Contracts Public Administration.

21. Mechanisms of citizen participation and accountability existing in the competence of each institution, the methods and results of using these mechanisms.

22. Report on the indicators about the implementation of this law that the Institute designs and implements.

23. Generated statical information, protecting confidential information.

24. State control organism and agencies will publish the full text of their rendered resolutions and reports produced in all jurisdictions. 

25. Collegiate bodies must make public their records of regular and special sessions as applicable to issues of budget, administration and any others deemed appropriate, except to those areas declared to be reserved under this Act.

The Ministry of Finance shall present and publish semiannually a report on the state budget execution, within thirty days of each semester, which contain at least, the behavior of the most relevant by sector, as well as budget execution. Likewise, it must also publish a consolidated report on the implementation of the State budget in terms of Article 186 ordinal 6° of the Constitution. 

Additionally, the Ministry of Finance shall publish the amounts granted to political parties, in debt policy, and financial reports submitted to it by political parties and coalitions.

In the case of statistically information, the information must be published in a full and itemized manner, incorporating indicators of sex and age and any other that allows the citizen to be well informed. 

Private entities that administer public funds must make public Proactive information contained in the preceding paragraphs, on matters relating to the use made of these funds.
The information contained in this article shall be published in ways that facilitate their use and understanding and ensures its clarity, accuracy, timeliness and reliability.

The units must meet the guidelines and recommendations issued by the Institute respectively.

Proactive Information of the Legislative Branch 

Art. 11. - In addition to the provisions of Article 10, the proactive information for the National Assembly, , will be the following:

a. The protocol of understating of the parliamentary groups 

b. The members of the legislative committees

c. Members of the different parliamentary groups  

d. Call for commissions

e. The draft agenda of the regular and special meetings of legislative committees and the legislative plenary session.

f. Attendance list of members at committees meetings and plenary sessions  

g. Pieces of correspondence received

h. Bills

i. Opinions of the commission

j. Decrees and resolution of the legislative plenary session

k. The record of the votes cast for each order and agreement of the legislative plenary session

Proactive Information of the Presidency of the Republic and Cabinet

Art. 12. - Unofficial information of the Presidency of the Republic and the Cabinet, in addition to in Article 10, will be the following:

a. Government’s general plan 

b. Executive decrees and agreements 

c. The draft agenda of the regular and special meetings of the Cabinet

d. Proceedings of Cabinet meetings

e. The texts of the vetoes and comments sent to the Legislature 

Proactive Information of the Judiciary Body 

Art. 13. – Proactive information of the Judiciary Body, in addition to in Article 10, will be the following:

a.  Draft agenda of the ordinary and extraordinary sessions of the Plenum of the Supreme Court

b. Final judgments and interlocutory strong force 

c. Systematization of the laws

d. Updated texts of the laws in force 

e. Proceedings and resolutions issued by the Supreme Court 

f. Nominations or appointments of officials of other national or international bodies that are to carry out a certain role or responsibility

g. Orders of Pareatis, extraditions and qualification of the nature of public policy that attributes to a law
h. List of lawyers, notaries and judges, with specific reference to the new approvals, suspensions and disqualifications

i. Statistics of the judicial management, and those generated by the Institute of Legal Medicine

j. Relevant cases that due to its public interest should be known by the citizens 

Proactive Information of the National Judicial Council 

Art. 14. – Proactive information of the National Judicial Council, in addition to in Article 10, will be the following:

a. Draft agenda of the ordinary and extraordinary sessions of the Board 

b. The relative to the processes of selection and evaluation of magistrates and judges

c. The results and recommendations derived from the same

d. The resolutions to propose lists of candidates for the posts of judges of the Supreme Court, and the list of candidates proposed by the Federation of Bar Associations of El Salvador

e. The resolutions to propose lists of candidates for judges of appellate courts and judges.

f. The programs of the Judicial Training School and the detailed annual training conducted

Proactive Information of the Supreme Electoral Tribunal 

Art. 15. - The Supreme Electoral Tribunal shall disclose on an informal basis, in addition to that mentioned in Article 10, the following: 

a. Draft agenda of the ordinary and extraordinary sessions of the Board 

b. Records of the plenary sessions

c. The jurisprudence of its resolutions

d. Resolutions issued by requests, complaints or appeals filed by citizens, political parties or coalitions

e. Electoral calendar

f. The list of candidates of any elective office

g. Results of the count

h. The conformation of departmental and municipal electoral boards and the legal representatives of parties or coalitions with these organizations

Proactive Information of the Court of Accounts 

Art. 16. - In addition to the Information listed in Article 10, the Republic´s Court of Accounts shall give the final reports of the audits to its bounded entities, regardless of their knowledge in the respective courts. 

Proactive Information of City Council  

Art. 17. - In addition to the Information listed in Article 10, the Town Councils shall publicize the bylaws and projects, regulations, municipal plans, photographs, recordings and films of events; records of City Council, final audit reports, acts lifted by the secretary of the municipality on the performance of mechanisms for citizen participation and annual accountability.

Disclosure Forms

Art. 18. - The Proactive information referred in this chapter should be in the disposition of the public through whichever mean, such as electronic pages, flyers, newspapers or other type of publication, special sessions in their libraries or institutional archives. 

The Institute will encourage bounded entities to use information technology and that within a reasonable time the information is publicly available.
Chapter II

Confidential Information 

Art. 19. - The following is considered confidential information:

a. Secret military plans and political negotiations referred to in ordinal 7° Article 168 of the Constitution

b. That which prejudices or threatens the national defense and public safety

c. That which undermine international relations or the conduct of diplomatic negotiations in the country 

d. That which clearly endangers the life, security and health of any person 

Index of reserved information

Art. 22.- Units of Access to Public Information should produce twice a year and through thematic ways, index items of information classified as reserved. This index should indicate the administrative unit that created the information, the date of classification, its foundation, the period of reservation, and, where appropriate, the parts of the documents are reserved. This information must be submitted to the Institute.

In any case, the index will be considered confidential information and it shall be published.

Registry of reserved information
Art. 23. - The Institute shall be responsible for keeping track of centralized indexes of classified information, which will be available to the public

Chapter III

Confidential Information

Art. 24. - The following information is considered confidential:

a. The related to the right to  personal and family privacy, honor and reputation, such  as medical records the disclosure of which would constitute an invasion of personal privacy 

b. The submitted by individuals to the bounded entities, provided that the nature of the information grants them the right to limit disclosure.

c. Personal information that requires the consent of individuals for dissemination 

d. Professional commercial, industrial, fiscal, banking, trust or other considered such by a legislative provision 

Fathers, mothers and tutors have the right of unrestricted access to the confidential information of the minors under their parental authority. 

Consent of the disclosure

Art. 25. - Bounded entities will not provide confidential information without the express and free consent of the holder.

Chapter IV

Common provisions for the proprietary and confidential information 

Access to information restricted by public authorities

Art. 26. - They will have access to confidential and reserved information the competent authorities in the framework of their legal powers.

Custody of restricted information

Art. 27. - The head of each agency or entity must take the necessary measures to ensure the custody and preservation of documents containing reserved or confidential information.

Responsibility

Art. 28. - Officers who disclose reserved or confidential information will respond according to the sanctions that this or the other laws provide; likewise, the same response is expected from those that knowingly of the reserved and confidential character, divulge such information.

Settlement of disputes 

Art. 29. - In case of disagreement on the classification of the information between the individual and a bounded entity or between bounded entities, the Institute will resolve.

Public versions 

Art. 30. - In case that the bounded entity should publish documents that in its original version contain reserved or confidential information, it should prepare a version that eliminates the elements classified of containing such information that would preclude its reading, pointing out in a note the reason that expresses the suppression made .

TITLE III

PERSONAL DATA

Chapter I

Protection of personal data 

Right to the protection of personal data

Art. 31. – Any person, directly or through it’s his representative, is entitled to know if their personal data is being processed; to get an intelligible reproduction of it without delay; to obtain the corresponding corrections or deletions when records are unjustified or incorrect and to know the recipient of when the information is transmitted, allowing him to know the reasons for his request, under the terms of this law.

Duties of the bounded entities

Art. 32. - Bounded entities will be responsible of protecting personal data and in relation with these, they shall:

a. Adopt adequate procedures to receive and respond to requests for inquiry, update, modify and delete personal data.

b. Use the data only in compliance with the institutional purposes for which they were requested or obtained.

c. Ensure that personal data is accurate and updated.

d. Rectify or complete the personal data that may be incorrect or incomplete. 

e. Adopt measured that protect the security of personal data and prevent its alteration, loss, unauthorized access and transmission.

Prohibition of dissemination

Art. 33. - Bounded entities may not disclose, distribute or sell personal data contained in the information systems administered in the exercise of their functions, unless they have the express and free consent, written or by an equivalent, of the individuals to whom the information makes  reference. 
Dissemination without consent

Art. 34. – Bounded entities should provide or disclose personal data, without the consent of the owner in the following cases:

a.  When necessary due to statistical, scientific or general interest, as long as the person to whom it refers is not identified.

b. When transmitted between bounded entities, as long as the data is destined to the exercise of their faculties.

c. When it comes to the investigation of crimes and administrative offenses, in which case the procedures laid down in the relevant laws will be followed.

d. When there is a court order 

e. When bounded entities contract or rely on third parties to provide a service that requires the processing of personal data. Third parties may not use personal data for purposes other than those for which it was provided and will be legally liable for their actions. 

List of records or personal data systems

Art. 35. - Bounded entities that posses, for any reason, records or personal data systems, must so inform the Institute, which will keep an updated list of them and general information on security protocols. 

Authorities who decide to destroy a system of personal data must notify the Institute, for the purpose of deleting from the list.

Chapter II

Procedure

Request for personal data

Art. 26. - Holders of personal data or their representatives, upon accreditation, may request to entities required, either through free writing, in terms of section 66 of this Act or form issued by the Institute, the following:

a. Information contained in documents or records about their person.

b. Report on the purpose for which such information has been gathered.

c. Direct consultation of documents or records that contain their data filed in the registry or system under their control, under the terms of Article 63 of this law.

d. The rectification, updating, confidentiality or suppression of information concerning them, as appropriate, and whenever the procedure for such changes is not regulated by a special law.

When it comes to literals a, b and c, entities must submit within ten days from the filing, in a format understandable for the applicant, the corresponding information; or they shall notify through written that registration or personal data system does not contain does requested by the applicant.

In the case of literal b, the request must be accompanied by documentation supporting the request.  

Free delivery of personal data

Art. 37. - The delivery of personal data will be free of cost; the individual must cover only the costs referred to in Article 61 of this law.

Appeal 

Art. 38. - Against the negativity of report delivery, direct consultation, rectification, updating, deletions or confidentiality of personal data, shall precede the interposition of an appeal to the Institute. It will also precede such appeal in the case of lack of response within the time limits referred to in Article 36 of this law.   

Legal actions 

Art. 39. - In case of rejection of an appeal to the Institute, the rest of the actions under the law shall not be affected.  

TITLE IV

Administration of Files

Single Chapter
TITLE VII

PROCEEDING OF ACCESS TO INFORMATION IN BEHALF OF BOUNDED ENTITIES 

Gratuity 

Art. 61. - The obtaining and consultation of public information should be governed by the principle of gratuity, in virtue that which is permitted the direct access to the information free of charge.

The reproduction and the remittance of information, should be discharged by the applicant, but the amount payable should not exceed the costs of the necessary supplies and shipping. Bounded entities should dispose and make use of informative papers on the costs of reproduction and sending. The sending via electronically will be free of charge. 

In case of certified copies, the rates mentioned in the special laws will be applied. 

When dealing with magnetic or electronic copies, if the individual interested contributes with the mean in which the information will be stored, the reproduction will be free.
Information Delivery

Art. 62. - Bounded entities should deliver only information that is found in their hands and under their power.  The obligation on the access of public information should be given by accomplished when they are put in the disposition of the petitioner for direct consultation the documents that contain in the site where they are found; or as well, through the expedition of simple copies , certified or by any other technological mean, known or about to be known. 

The access will take place only in the form that permits the support of the requested information. The documents will be delivered in their totality or through pats of the same according to the request of the petitioner. In case that the information requested by the person is already available to the public through printed means, such as books, compendiums, public files, electronic formats available in the Internet or any other mean, it should be make known to them the site, place and the form in which  such information  can be consulted, reproduced or acquired 

Direct Consultation

Art. 63. - The petitioner is entitled to seek direct consultation of public information within the bounded entity’s business hours.
The direct consultation of original data and records will be allowed in case they are not stored in any magnetic and digital form, microfilm and that its condition permits it. 

Under any circumstance, the lending or access to the original data or records of the files in which they are stored will not be permitted. 

Bounded entities should advice the petitioner on the service of the direct consult of public information. 
Validity of Information

Art. 64. - The documents emitted by the organs of Public Administration, using information and communication technology, will enjoy the validity of an original document, as long as its authenticity, integrity and conservation is guaranteed, and the  fulfillment of its requirements and guarantees that dispose the pertinent legislation.
Motivated Resolution 

Art. 65. - All of the decisions taken by the bounded entities should be delivered in writing  to the petitioner and must be reasoned, with the brief but adequate mention of its foundation, determining exactly the reasons of the act and of Law that determined and induced the entity to adopt its decision. Such decisions should be notified through the means indicated by the petitioner. 

Chapter II

Of the procedure of access 

Information Request

Art. 66. - Any individual or its representative can present before the Information Official with a written, verbal or electronic request, or through any other ideal mean, freely or through formularies approved by the Institute. 

The request should contain:

a. Name of the petitioner, place or mean to receive notifications, fax or email address, or any authorization so that it can be notified through a billboard, in its case the data and information of the representative.

b. The clear and precise description of the public information that is being requested.

c. Any other piece of information or fact that is propitious to its localization with the objective of facilitating its search.

d. Optionally, the preferred means of accessing the requested information, by direct consult, copies, certified copies or by another adequate means.
In case that the request is verbal, a formulary where the request is evident should be completed.

It will be obligatory to present identity documents. In case of those younger than 18 years, the respective personal identity documents should be presented, or in the absence of this, any other identity document emitted by public entities or private organisms. 

If the details provided by the petitioner are not enough to locate the public information or result erroneous, the Information Official could require, for once and within three days following the presentation of the request that indicates other elements or corrects the information. This requirement will interrupt the time period of the delivery of the information. If the one interested does not overlook and makes up for the observations within five days since its notification, he will have to present a new request to reboot the procedure.

If the request is presented before a different administrative unity, this will have the obligation of indicating the petitioner of the physical location of the Information Official. 

The delivery of information will not, under any case, be conditioned that its utilization be motivated or justified, and it will not require demonstrating any interest whatsoever.

It should be hand to the petitioner, constancy that its request has been interposed. 

Information in the hands of private entities
Art. 67. - The requests for information in the societies of mixed economies and the private, natural or juridical persons, compelled by this law will be remitted before the Information Official of the public entity to which  it corresponds its vigilance or to which they are  tied. 

Assistance to the petitioner

Art. 68. - Those interested will have right to the assistance for the access to the information and the relief in the elaboration of requests.

When a request for information is directed to a bounded entity different to the competent, this will have to inform to that interested, the entity to which he must address.

Connection 

Art. 69. - The Information Official will be the link between the bounded entity and the petitioner, and will be responsible of doing the notifications referred to in this law. Likewise, it should carry out all of the negotiations and efforts necessary in the office or entity to facilitate the access to the information.

Transmission of petition to an administrative unity 

Art. 70. - The Information Official will transmit the request to the administrative unity that have or can posses the information, with the purpose that this unity can locate it, verify its classification, and in its case, communicate the way on which it is found available. 

Response Terms

Art. 71. - The response to the request should be notified to the petitioner in the least time possible, which might not surpass ten working days, counted from the presentation of the request, if and when all the information required was not generated prior to five years. If the requested information was generated prior to five years, this term may be extended by ten   
In case the information cannot be delivered within the time, because of the complexity of the information or other exceptional circumstances, by a motivated resolution, it will dispose of an additional time periods of five days. 
The information official will precise the cost and modality in which the information will be delivered, taking care in the measure of what is possible, to the terms of the request.
The Official of Information Resolutions 

Art. 72. - The Information Official shall resolve:
a. If based on a classification of preexisting reserve, denies access to the information. 
b. If the requested information is or is not of confidential character 
c. If it concedes or grants the access to the information 
The resolution of the Information Official shall be done by written means and it will be notified to that interested in the time frame. The concession of the information can record with a reason in the margins of the petition. In case of the resolution being negative, it must still establish and establish the reasons oof the information and indicate to the petitioner the resource that can interpose before the Institute.
Nonexistent Information 

Art. 73. - When the requested information is not found in the files of the administrative unity, this should return to the Information Official the request of information. The Information Official will analyze the case and will take the pertinent measures to locate in the organism or entity the information requested and will consequently resolve it.
Exceptions to the obligation processing information requests
Art. 74. - Information Officials will not process requests for public information:
a. When these are offensive and inappropriate.
b. When the information is publicly available. In this case, they should indicate to the petitioner where the information is to be found.

c. When the request is manifested unreasonably. 

Effects in the absence of information 

Art. 75.-  The absence of response to a request for information in the time period established will enable the petitioner to come up to the Institute, within the following fifteen working days, so that this determines if the information received is or isn’t reserved or confidential in a time period of ten working days. If the information is of public access, the Institute will order to concede the access of the same to the interested. In order to ascertain that there are indications of an infracting conduct, it will initiate the corresponding process:
The bounded entity shall give access to the information requested in a period no longer than three working days after receiving the resolution of the Institute. 
If the negative of the delivery of the information persists, the interested can denounce the act before the Institute for the consequent effects. 
TITLE VIII

VIOLATIONS AND PENALTIES

Chapter one

Infringements and penalties

Infringements
Art. 76.- Infringements to this law are classified as very serious, serious and minor.
The following are very grave infringements:

a. Steal, destroy, hide, disable or modify, in whole or in part, information that is custody or access to or knowledge by reason of their employment, position or commission.

b. Deliver or disseminate reserved or confidential.

c. Failure to provide information that has been ordered to be released by the Institute.

d. The failure of the competent official to appoint Information Officers.

e. Refusing to provide the requested information without proper justification.

f. Having the information under custody outdated, disorganized, in evident violation of archival measures established in this law and by the Institute.
The following are grave infringements:

a.  Acting negligently in the handling of requests for access to information or in the publication of information that is required under this law.

b. Deny information not classified as reserved or not confidential.

c. Failure to provide information that an Information Officer has ordered to release.
d. Provide partially or unintelligible information whose delivery that has been ordered to be released by the Institute.

e.  Invoke as reserved information that which does not meet the requirements set forth in this law. The liability will only exist when there is a prior decision regarding the criteria for classifying this information.

f. Provide partially or unintelligible information that an Information Officer has ordered to release.

The following are minor infringements:

a. Ask for justification for the delivery of information.

b.  Raising the cost of reproducing information without any justification.

c. Not providing the information within the time allowed by this law.

Sanctions
Art. 77.- For perpetrating the infringements stated in the previous article, the following sanctions will be imposed to the officer that had the power to make decisions:

a. For very serious offenses, a fine of twenty to forty minimum monthly wages for the trade and services sector.

The commission of two or more serious offenses within three hundred and sixty five days will result, according to the criteria for graduating sanctions regulated in the following article, the suspension of functions for a period of thirty calendar days ordered by the corresponding higher authority, unless the conduct is grounds for dismissal under the regime of official’s contract.

b. For committing serious offenses, a fine from ten to eighteen minimum monthly wages for the trade and services sector.

c.  For committing minor offenses, a fine from one to eight times the minimum monthly wage for the trade and services sector.

All sanctions will be published in electronic media and incorporated by the Institute as annexes to its annual report.

Graduation of sanctions
Ar. 78.- The amount of the fines imposed will be adjusted within the limits indicated, taking into account:
a. The intent and /or the recurrence of the infringement.

b. Reoffending for infringements of the same nature that have been sanctioned before.

c. The nature and extent of the damages caused by the offender.

d. The length of time during which the violation has been committed.

Statute of limitation

Art. 79. Legal complaints regarding violations of this Act must be presented within ninety days of the date on which they were committed.

The sanctions imposed by the Institute for such offenses shall be valid for the term of three years from the date on which the resolution becomes final.

Notification

Art. 80. The Information Officer or the Institute shall notify the Attorney General's Office, when upon following the procedures established in this law, evidence of a criminal act surfaces. 
Other legal liabilities

Art. 81. The application of sanctions shall be without prejudice to the criminal, civil, administrative or otherwise incurred responsible.

TITLE IX

PROCEDURE FOR ACCESS TO INFORMATION AND TO INSTITUTE Penalty ACCESS TO PUBLIC INFORMATION

Single Chapter 
Filing of appeal

Art. 82. The petitioner that receives from the Information Officer a decision denying access to information, or a notification asserting the absence of the requested information, or that is in any of the situations set out in the following article, may appeal, directly or through their representative, to the Institute or to the Information Officer within five working days from the date of notification.

The appeal must be submitted in writing, in free-form or  in the forms approved by the Institute. The Information Officer must send the request and the pertaining file to the Institute by the next business day of its receipt.

Other grounds for filing the appeal

Art. 83. An appeal can also be filed when:

a. The agency or entity does not deliver the petitioner’s requested personal information, or does so in a faulty or incomprehensible format. 

b. The agency or entity refuses to make changes or corrections to personal information. 

c. The applicant is not satisfied with the time, cost or delivery mode. 

d. The information provided is incomplete or does not correspond to the information required on the application. 

Contents of the bill of appeal  

Article 84. The bill of appeal and the forms approved by the Institute shall include: 

a. The agency or entity to which the bill was filed. 

b. The name of the petitioner and the means to place or receive notifications, fax or email. 

c. The date on which the petitioner was notified. 

d. The contested act and the petitioner's arguments. 

Precautionary measures 

Article 85. The Institute may adopt the precautionary measures deemed necessary, in any time of the procedure and through a motivated resolution, to ensure the efficacy of the final resolution, safeguard that the procedure can be completed, avoid the perpetuation of the effects of the infringement and the demands of general interest. In particular, the Institute may: 

a. notify the offender's superior of the existence of a possible unlawful conduct and the initiation of proceedings before the Institute. 

b. request the head of the entity to adopt special measures to safeguard and back information security in question. 

c. request a copy of the information subject to the appeal unless it is of confidential nature,  the copy will be protected as confidential by the Institute and returned at the end of the appeal procedure. 

These measures will be taken to safeguard the rights of individuals to protect their data personal when they could be affected. 

In all cases, the principle of proportionality of the measures in relation to the objectives aimed at will be respected. 

The precautionary measure of seizure of records, computer files and all documents, as well as information technology equipment of all kinds, cannot be ordered in any case.
Admission 

Article 86. The Institute will rectify any legal flaws or gaps in the bill of appeal and in complaints, and only if it is necessary it will require the applicant to correct them within three working days. The Institute will admit the appeal or complaint in a period of three days after its submission or after the correction by the complainant.

Appointment of a Commissioner

Article 87. Once the appeal or complaint is admitted, the Institute will assign the case to one of the commissioners in a rotating basis. The commissioner appointed shall, within fifteen days after the admission of the appeal or complaint, process the request, collecting evidence and a draft resolution that will be submitted to the Institute. The appointed commissioner will not participate in decisions relating to the case.

Notification of admission and report of the entity

Article 88. The admission of the appeal will be communicated to the complainant and the obligated entity, which will present its report within seven working days from notification. In case of complaint or if within the appeal proceedings an infraction by a public servant is reported, the defendant will also be notified immediately so that his response can be presented to the Institute within seven days.

Attribution of infringement
Article 89. If the commissioner finds elements to accuse a public servant of infringement he must inform the Institute within three business days of his appointment which in turn will decide within a period not more than three days whether to charge the defendant. Public servants have seven working days from the notification to present his defense.

The proceedings for infringements can also be filed by written complaint by any person, which will detail the facts constituting the violation to this law and the available evidence.

Evidence
Article 90. The parties may submit evidence up to the day of the hearing. All evidence admitted by the civil law will be allowed. The evidence will be assessed following the rules of sound judicial discretion.

Oral Hearing

Article 91. The Institute will hold a hearing with the parties in which the evidence and arguments will be presented and the appointed commissioner shall submit the draft resolution.
Extension of time for hearings

Article 92. When there is justifiable cause, the Institute may extend, for once and up to ten days the deadline for the hearing. The resolutions in which a new date for a hearing is determined shall be notified to the parties immediately.

Request information to better provide

Article 93. Confidential information requested by the Institute, considering it essential to resolve, must be maintained as such and must not be available in the records of the case.

Reasoning for resolutions

Article 94. Resolutions issued by the Institute shall be based on the evidence presented and the appropriate legal reasoning, under penalty of nullity.

Revocation

Article 95. The parties may request the Institute to revoke the final ruling, within three working days of it being notified. The Institute must resolve the petition in the next three working days.

Final Ruling
Article 96. The Institute will dictate its ruling within three business days following the celebration of the hearing. The ruling shall be public. The institute may rule the following:

a. Dismiss the appeal as inadmissible or dismissed.

b. Confirm the contested decision of the Information Officer.

c. Confirm the absence of public information requested.

d. Revoke or modify the decisions of the Information Officer and order the agency or entity to allow the petitioner to access the requested information or personal data, reclassify information, or modify these data.

e. Establish sanctions or require the process of being imposed on the authorities.

Decisions must be made in writing, establish deadlines for compliance and procedures for ensuring compliance. The final decision issued by the Institute will be enforceable.
Inadmissibility 

Article 97. The appeal will be declared inadmissible when:

a. It is initiated after the deadline.

b. The Institute has already heard the same case.

c. The contested decision has not been issued by the Information Officer.

Dismissal

Article 98. The appeal will be dismissed when:

a. The appellant expressly desist from it.

b. The appellant dies or in the case of legal persons, is dissolved.

c. After admittance of the appeal, grounds for inadmissibility are found.

d. The agency or entity that emitted the contested act or resolution modifies or revokes it, extinguishing the object of the appeal.

Silence of the Institute

Article 99. If the Institute has not solved the appeal to access information by the deadline, the ruling that was appealed will be legally revoked.

Notification of alleged criminal responsibility

Article 100. When the Institute determines during the proceedings that a public servant may have incurred in criminal acts, it shall inform the head of the agency or entity that employed him and the Attorney General's Office, so that penal proceedings may initiate. In addition, the sanctions proceedings of the Institute will commence.

Appeal by individuals in administrative proceedings

Article 101. Individuals may challenge the negative resolutions to their claims before the Board the Administrative Supreme Court of Justice.

The Administrative Chamber will have access to confidential information when it considers essential to resolve the matter submitted to it. Such information should be maintained as such and will not be added in the court file.

Respect for due process

Article 102. The procedure must comply with the guarantees of due process. The proceedings are subject to the principles of legality, equality of the parties, economy, gratuity, speediness, efficiency and informality, among others. Regarding the procedure, and additionally to the provisions of the civil code.

TITLE X

TRANSITIONAL PROVISIONS, REGULATORY AUTHORITY, APPLICABILITY AND VALIDITY
Single Chapter
Deadline for Informal Information Publication

Article 103. The publication of proactive information must be made at the latest, three hundred sixty five days after its entry into force of the law. In case of not complying, the Institute may publicly call for its publication before starting the procedure concerning this infringement.

In any case the proactive information that obligated bodies may have available when the law enters into force must be disclosed by any means made available to the petitioner.

Information Officer Appointment

Article 104. The heads of bounded entities must designate Information Officer, within one hundred and eighty days after the entry into force of this Law, and immediately be sworn in. The appointments must be reported to the Institute, who shall publicize it by means it deems appropriate.

Appointment of Commissioners

Article 105. The appointment of the first Commissioners shall be made by the President of the Republic within one hundred eighty days after the entry into force of the law.

Three of the first commissioners shall hold office for six years and two for four years. 
Deadline for filing requests for public information and personal data

Article 106. Individuals may submit requests to access to information and personal data in accordance with procedures established by this law once it is publicly announced that the appropriate institutional structure has been established, no later than three hundred and sixty-five days after its entry into force.

In the same period the guide on procedures must be made public by any means and be available in all units of Access to Information and Institutional websites.

Publicity and Operation of Public Records

Article 107. Within three hundred sixty-five days from the effective date of the law, obligated entities must complete the organization and operation of their archives and records.

Budget for the Institute

Article 108. The General Budget of the Nation must establish the budget for installation, integration and operation of the Institute.
Regulatory authority

Art.109. The President of the Republic shall issue the implementing regulations of the law no later than one hundred and twenty days from its entrance into force.

The rules of election of the Commissioners must be dictated no later than one hundred and twenty days after the entry into force of this law.

Applicability of the Law

Article 110. This law applies to all information that is held by bounded entities, therefore, all legal provisions, whether in general or special laws, including those governing the information in the Social Security Law and the Executive Commission of the Lempa River Hydroelectric Law, are repealed. The following provisions are not revoked:

a. Article 6 of the Law on the illicit enrichment of public officials and employees.

b. Articles 324, 355 and 356 of the Penal Code.

c. The Special Law for the Protection of Victims and Witnesses.

d. Those referring to the actions of undercover police officers.

e. Article 9 of the Civil and Commercial Code.

f. The rules contained in procedural law, regarding access to records during the proceedings, as well as measures to safeguard the privacy of individuals or the identity of children in family domestic violence or child protection proceedings,.

g. Articles 305 and 400 of the Ordinance of the Army.

h. Articles 64, 124.125, 126 and 145 of the Code of Military Justice.

i. Contained in tax laws relating to confidentiality of the information contained in statements for tax purposes.

j. Article 115 of the Hydrocarbons Law.

k. Those contained in the various laws that prohibit public servants to use privileged information for personal gain.

l. Article 675 of the Civil Code.

m. Article 3 of the Transitional Law of the of the civil status registry and property regimes of marriage.

n. Article 461 of the Commercial Code.

o. Article 4 of the Commercial Registry Law.

p. Article 46 of Law of the Comptroller of the Republic.

q. Those ontained in the Law of the National Archives.

r. Article 21 of the General Regulations of the Higher Education Law.

Article 111. This Law shall enter into force thirty days after its publication in the Official Journal.
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